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YMEYOYNOZ AIAXEIPIZHZ ZYZTHMATQN

MINAKAZ ANAGEQPHZEQN

"'EkG00n Huepopnvia Meptypapn AvaBswpnong ‘Eykplon Ao

0 mapwv E01kog Kavoviopog Mictomoinong tibstal o 1oxU Kat avadswpeitat
oUPPWVA PE TIG LOXUOUOEG OXETIKEG OLAOIKACIES YIa TA EAEYXOMEVA £yypaga &

apxeia tou Popéa Motomoinong MAGNUS CERT IKE.

0 mapwv E01kog Kavoviopog Mictomoinong sivat idloktnoia tou opéa
Motomoinong MAGNUS CERT IKE kat Bpioketal avaptnpévog 6Tov IGTOTOTIO TOU

®opéa ywa Anpoota MAnpowdpnon.
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1. XZkomodg & Nedio Epappoyng

JKOTMOG Tou Tapovtog El0ikoU Kavoviopou gival n mapoxr UTNPECLWY TeTomoinong,
€MakOAouBNg €mTAPNONG, EMAVATIOTOMOINONG, £KTAKTING £mMBswpnong, auvfnong
nedlou, peiwong mediou, NG e@appoyng Zuotnuatog Awaxeipiong Ac@dalslag
MAnpo@oplwy (ZAAM) opyaviopwy, mou £dpadel KAl GUHHOPPWVETAL HE TIG ATTAITAOELG
Tou Olebvoug mpotumou ISO/IEC 27001:2022.

1.1 Medio epappoyng

0 mapwv Edikdg Kavoviopog Miotomoinong xpnotpomoleital oe cuvOouacupd pe Tov
levikd Kavoviopo Totomoinong, 1o Eyxelpidlo Zuotnudtwv Awaxeipong, Tig
Awadikaoieg kat tig 0dnyieg Epyaciag tou ®opéa Miotomoinong, mou meptypdgouv 0An
v Olepyacia tng Motomoinong. Edikdtepa o Popéag Miotomoinong mAnpoi ta
Kpltipla tou Atebvoug Mpotumou ISO/IEC 17021-1:2015 kat tou I1SO/IEC 27006-1:2024.

O opyaviopog mou emMAEYEL va oxeOlAOEL Kal QApPUOcEl €va Zuotnpa Alaxeipiong

Acpdalelag MAnpowoptwy - ZAAN (Information Security Management System - ISMS)

Katd ISO/IEC 27001:2022, o@eiAel va GUUHOP@WOEL HE TIC ATAITACELS TTOU BETEL TO

TPOTUTIO Kal va €m{NTACEL TNV OXETIKN TOTOMOINoN amo Tpito ave€dptnto @opida,

omoTe okomeUel N/ Kal xpelaletat:

e Na amodeiel ot to XUotnua Awaxeipiong Ac@dAetag MAnpogoplwy datnpei tnv
EUTIIOTEUTIKOTNTA, TNV aKEPAOTNTA Kal TN OLABECIPOTNTA TWV TANPOPOPIWV E
gpappoyn g Olepyaciag Olaxeipong tng OlAKIVOUVEUONG KAl VA EMTVEEL
gumMoTooUVn ota evOlaPEPOPEVA PEPN YA TNV EMAPKD Olaxeipion tng.

e Na amodeiel TNV KAvOTNTA TOU KAl TN OTPATNYIKA TOU amoégaon yla tnv
£YKAtdotaon, TNV £Qpappoyn, tn olatinpnon Kal cuvexn BeAtiwon £vog ZUGTANATOG
Awaxeipiong AcpdAelag MAnpowoptwy.

e Na amodeifel otL To ZUotnua Alaxeiptong Acpdalelag MAnpooplwy evIiacoeTal Kat
EVOWHATWVETAl 0TI Slepyaocieg tou Opyaviopou Kat otn cUVOALKN Sopun Slaxeipiong
Kal OtL n acdAsla mMANPo@oplwy AdpBAavetal umdywn KATd TO OXEOIACHO TwWV

OlEPYACIWY, TWV TANPOPOPLIAKWY CUCTNHATWY, KABWC KAl TWV EAEYXWV.

2. Avag@opég
e Eyxelpidio Zuotnpdtwy Alaxeipiong EAZ
e Awdikaoieg XA

e [evikdg Kavoviopdg Motomoinong MKN
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e ISO/IEC 17021-1:2015 Afl0AOynon tNG GUPHOPPWONG- ATMAITACEIC Yl (POPEIC
£MBeWPNONG Kal motonoinong Zuotnudtwy Alaxeipiong - Mépog 1: ATaITACELG

e |SO/IEC 27001:2022, Information security, cybersecurity and privacy protection —
Information security management systems — Requirements

e [SO/IEC 27000:2018, Information technology -- Security techniques -- Information
security management systems — Overview and vocabulary

e ISO/IEC 27002:2022, Information security, cybersecurity and privacy protection —
Information security controls

e [SO/IEC 27003:2017, Information technology -- Security techniques -- Information
security management systems — Guidance

e [SO/IEC 27004:2016, Information technology — Security techniques — Information
security management — Monitoring, measurement, analysis and evaluation

e ISO/IEC 27005:2022, Information security, cybersecurity and privacy protection —
Guidance on managing information security risks

e ISO/IEC 27006-1:2024 Information security, cybersecurity and privacy protection —
Requirements for bodies providing audit and certification of information security
management systems - Part 1: General

e |SO/IEC 27007:2020 Information security, cybersecurity and privacy protection —
Guidelines for information security management systems auditing

e ISO/IEC TS 27008:2019 Information technology - Security techniques - Guidelines
for the assessment of information security controls

e GDPR KANONIZMOXZ (EE) 2016/679 TOY EYPQMAIKOY KOINOBOYAIOY KAI TOY
ZYMBOYAIOY tng 27ng AmpiAiou 2016 yia tTnv MPOOTAGCIA TWY QPUCLIKWY TTPOCWITWY
évavtl tng enefepyaciac twv OOOUEVWY TIPOOWTIIKOU XAPAKTAPA Kal yld TV
€AelBePn KUKAOWoOpia Twv O£00PEVWY AUTWY KAl TNV KAtdpynon tng odnyiag
95/46/EK (Fevikdg Kavoviopog yua tnv Mpootacia AsGopévwy)

¢ |SO 31000:2018, Risk management — Principles and guidelines

e EXA-KAA Kavoviopog Alamioteuong tou EBvikoU Zuotipatog Alamioteuong

e IAF MD KateuBuvtnipleg O0nyiec tng AleBvoug Alamioteuong Kal TIG OXETIKEG

TPOTOTOLACELG TTOU £KGidovTal

3. ‘Opot kat Opiopoi - Zuvtopoypagisg

emBewpnon mou Ole€ayetal amo €vav opyaviopo embewpnong
ave€dptnto amod tov meAdtn Kat ta pépn mou Bacilovtal mavw Tou, Je
OKOTIO TNV ToTomoiNon Tou ZuoTApatog Alaxeiplong Tou meAdtn

EmOswpnon
motonoinong
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MeAdtng

opYaviopog tou omoiou To XUotnupa Alwaxeipiong embBewpeital yua
oKomoug ToTomoinong Katd To OleBvEC TpATuTIo

TeXVIKA MEPLOXN

N TEXVIKN TEPLOXN Xapaktnpiletal amd opoldTNTEG TwV OlEPYACIWY
TIOU OXETiCoVTal HE VA CUYKEKPLPEVO TUTIO ZUCTAHATOG Alaxeiplong

TPOCWTIO TO OTOoI0 OLABETEL TNV IKAVOTNTA va OlEvEPYEL emBewpnon

EmBewpntng Bdoel Tou O1eBVEG mpoTUTIOU
Mpoowmo  mou  mapéxel  €E€eIOIKEUPEVN  TEXvoyvwola 1
TEXVIKOG EUTElPpOYVWHOOUVN  oTnv  opada embewpnong  (e€€10IKEUPEVN
EUTEIPpOYVWHOVAG TEXVOYVWOLA A EPTTELPOYVWHOOUVN €ival OTL Apopd TOV 0pYaAvICHO, TIG
Olepyaocieg N TIg OpaoTNPLOTNTEG ToU eMBewpouvTal).
0BnY6C npéoo'mo mou opiletal amd tov MeEAATN yla va Bonbroel tnv opdda
emBewpnong
MNapatnpntig TPOCWTO TTOU GUVOJEUEL TNV opada embBewpnong aAAd Oev emOswpEl

Evolagpepopevo
HépOg

mpoowTo 1) opdda mou evolaépeTal ) emnpealetal amo tnyv emidoon
£VOG opyaviopou

MoTtomoinon

givat n emBeBaiwon Tpitou HEPOUC TOU ava@EPETAl O MPOIOVTA,
Olepyaocieg, cuotpata Kal mpoowta. Me Tov 6po emBeBaiwon tpitou
HEpoug voeital n €kdoon OnAwong (6nA. moTOTOINTIKOU), amod
ave€dptnto Qopiéa w¢ MPOG TO MPOCWTO N TOV OpPydAvVIoUd, Tou
TapéxXel To TPoG afloAdynon GCUHPHOPYWONG AVTIKEIPEVO, OTL n
emaAnBeuon Twv KaBOPIOPEVWY dATAITACEWY, E£XEl TEKUNPLWOEL
EMAPKWG

Xpovog embewpnong

XPOVOG TIOU ATalTEital yia To oXeSlAopo Kdl TNV OAOKANPwOoN Hiag
TARPOUC KAl AMOTEAECHATIKAG €MOswpnong Tou ZUCTAHATOG
Alaxeiplong tou meAdTn

Aldpkela tng
emMOEWPNONG TOU
JUOTAKATOG
Alaxeipiong

M£pog Tou xpovou emBewpnong, To omoio damaveital otnv SleEVEpyEla

EVEPYEIWYV EMBEWPNONG PE EKKIVNON TNV EVAPKTAPLA CUVAVINGN Kal

AREN TNV KATAANKTIKA ouvavtnon.

Inpeiwon: TUmKEG evEPYELEG EMBEWpPNONG TTEpLAApBAvouy:

- Alevépyela evapKTnplag cuvavtnong

- Mlevépyela avaokomnong TEKPNPiwong Katd tn OldpKeld TG
£mMBewpnong

- EmKowvwvia katd tn SldpKeld tng emOewpnong

- Avafeon poAwv Kat uTeUBUVOTATWY Yld TApATNENTEG Kat BondNnTiko
TTPOCWTIKO

- ZuAhoyn Kal emaAndsucn TANPoOPopPLWY

- Anploupyia eupnpdtwy emBewpnong

- Npoetolpacia yla ta cupmepdopata tng emOewpnong

- Alevépyela KAtaAnKTIKAG cuvavtnong

(MD5)

Aakivduveuon

n emidpacn tng aBeBaiotntag

MAaicio Asitoupyiag

EMXEIPNOLAKO TEPIBAAAOV. ZUVOUAOCHOG ECWTEPIKWY KAl EEWTEPIKWY
TAPAPETPWY TIOU UTOPOUV va €MNPEAGOUV TNV TPOCEYYION TOU
opyaviopoU yia tn Kadiépwon Kal emiteuén Twy oTOXwY Tou.

Alapkng BeAtiwon

emavaAapBavdpevn Olepyacia Tou ZuotApatog Alaxeiplong yla tnv
£vioXuon NG ATOTEAECHATIKOTNTAG TOU OTNV £MTEUEN BeATIWOEWY
TNG GUVOAIKAG £MG00NG, CUHPWVA HE TNV TOAITIKA TOU opyavicpoU

Aladikacia KaBoplopEvog TPOTIOG EKTEAEONG plag dpaoctnplotntag n dlepyaociag
Eowtepikn oUCTNUATIKA, ave€dptntn Kal TEKUNPLWHEVN Olepyacia GUAAOYNG
embewpnon TEKUNPiwY emMBewpnong Kal avTIKEIPEVIKAG afloAdynong Toug
EKAOZH :1n /01.04.2025
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TPOKEIYEVOU va Tpoodloplotel 0 Babudg kavomoinong Ttwv
KaBoplopévwy amoé TOV Opyavicpo, Kpltnpiwv embewpnong Tou
Zuotnpartog Alaxeipiong

EVEPYELM Yl TNV €EAAEYN TOU QITIOU MIAG EVIOMIOHEVNG KN
OUHHOPPWONG

Mn ocuppopwon n gn Kavotmoinon plag amaitnong

AlopBwTIKn evEpyela

4. YmeuBuvotnteg Kal ApUodIoTnTEG

ApHOO10G Yla TOV £AEYX0 TNG £QYAPHOYNG KAl TOV XEIPIOHO TNG TTapouoag dladlkaoiag
givatl o Texvikog AleuBuvting i ol AvamAnpwtég tou. YmeuBuvog yia tv avabewpnon
tou Mapovtog KavoviopoU eivat o YAZ. Ou EmkepaAng EmBewpntég kat ot
EmBswpntég, Kabwg emiong Kal TO TPOOWTIKO ToU epmAEKeTal otn Oladikacia
motomoinong £€xouv TV guBUvVN £QAPHOYAG TOU TAPAOVTOG KAVOVIOHOU Yld TO HEPOG

TWV EPYACLWV TTOU TIpaypatotmolouy.

5. Avamtuén Eidikou Kavovicpou

5.1 Fevika

To mpoowmiko tou Popéa Miotomoinong mposTolddlel Kat OlEvEPYEL TNV emMBewpnon,
€QapPHOlovTag OAEC TIG OXETIKEG AlAOIKAGIEG KAl CUUTIANPWYOVTAG TA avtiotoixa
‘Evtuma. Ot oxetikég Oladikaoieg €0palouv OTIC ATAITACEL TWV TUTOTOINTIKWY
EYYPAPwyV Tepi SlEVEPYELAG EMOEWPNOEWY ZUCTNHATWY Alaxeiplong KAl Tou TPoTUTIoU
ISO/IEC 27006-1:2024.

H aloAdynon cuppopewaong Katd tTny apxikn emOswpnon cuviotatatl o€ U0 SlakpLtd
2tddwa, tnv embewpnon 1ou Xtadiou Kat tnv embewpnon 2ou Xtadiou, ta omoia
Olevepyouvtal PE TTPOOXESIACHEVO KAl TIPOYPAUHATIOUEVO TPOTIO OTO TMAQIGLO GXETIKAG

EMOKEYNG OTIC EYKATACTACELG TOU UTIO TOTOTOINCN 0pyavicpou.

5.2 EmKepaAng emBewpnTEC, £MOEWPNTEC KAl TEXVIKOL EPTElpoyVWpHOVES

O emBswpntéc Mou xpnotdomolel o Popéag Miotomoinong Kal GTEAEXWVOUV TNV
avtiotowxn Opdda EmBswpnong (n omoia opiletal avd embewpnon Omwg mEPLYpAPETal
Tapakdtw), €ival avayvwplopéva Kal €ouctodotnuéva mpoownda w¢ eMOEWPNTES
Juotnudatwy Alaxeipiong Ac@alslag MAnpo@oplwyv cuppwva pe ta mpotumna ISO/IEC
27001:2022 kat ISO/IEC 27006-1:2024 o€ OUPHOPYWON HE TI ATAITACELS TNG
Awadikaoiag A05 Awaxeipion Mpoowtikou tou @M. MNa Tnv eMApKELa TWV EMOEWPNTWY
o€ 0,TL agopd tn OlEVEPYELd EEWTEPIKWY EMBEWPNCEWY O ZUOTAHPATA AlaxXEiplong
AcpdAelag MAnpowoplwy 10XUoUV OTWCONATIOTE TA TPOBAEMOHEVA OTO TPOTUTIO
ISO/IEC 27006-1:2024.
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Me €uBlivn tou Texvikou Alcubuvt n/ kat tou YAX tou Qopéa Mictomoinong
CUHUTANPWVYOVTAL KAl Tnpouvtdl OlapKWG EVAUEPA TA OXETIKA dapXxeia BacIKwY
TPOCOVTIWY, ATMOTEAECHATWY ASloAOyNong, eKMaideuong/EMUOPEWONG Kal £yKpLong
emBswpntwv (Apxeio Mpoowmikou).

Ot Baolkég yvwoelg/ kavotnteg/ Oe€lOTNTEG TOU TPEMEL va €XeEl £va ATOHO
TIPOKEIPEVOU VA MUTTOPEL VA AvAYVWPLIOTEL w¢ eMBewPNTAG ZuoTnudtwy Alaxeipiong
Acpdalelag MAnpogopiwy katd ISO/IEC 27001:2022 MPOEPXOVTAL OE YEVIKEG YPAUHES
amo TIg akOAoUBEG amattioelg:

o ISO/IEC 27006-1:2024 map. 7 kat Annex A.
o [SO/IEC 17021-1 map. 7 Kat Annex A.

KAl KAAUTITOUV TIG aKOAOUBEG EVOTNTEG:

1. TVWOEIG aoPAAELAg TANPOYOPLWY

2. TEXVIKEG YVWOELG TNG EMBEwpPOUpEVNS dpactnplotnTac*

3. Tvwoelg yia Ta Zuothpata Alaxeipiong

4. TVWOELG Yld TIG ApXEC TNG EMBEWPNONG

5. TVWOEIC OXETIKA PE TNV TTApakoAoubnon, PETpnon, avaAuon Kat afloAdoynon
ota mAaiola evog Zuotnpatog Alaxeipiong Ac@aAeiag MAnpo@oplwv
Ikavotnta otnv emBewpnon cuotnpatog ISO/IEC 27001:2022
Ikavotnta va avayvwpllel Tig eVOEIEELC TTEPIOTATIKWY AGPAAELAG TTANPOPOPLWYV
OTO £MOEWPOUPEVO CUCTNHA OTIC AVTIOTOIXEG AMAITACEI TOU XUOTAHPATOG
Awaxeipiong AopdaAsiag MAnpowoplwy cupgwva pe to I1ISO/IEC 27001:2022.

8. To mpdtumo ISO/IEC 27001:2022 KABWC KAl TIG OXETIKEG TPOTIOMOINCELG TTOU
ekoidovtal amo tov I1SO.

9. Tvwoelg o€ OXEoN PE TOUG KIVOUVOUG avda 0pactnplotnta Asttoupyiag.

10. Oplopoug, OlEPYacie Kal TeEXVOAOYIEG TOU OXeTi{ovtal YE TNV €QAPHOYN TNG

ACPAAELAG TTANPOWYOPLWYV COE EVAV OPYAVICHO.

*OL Tapamavw AmaltNoELg IGXUOUV UTIOXPEWTIKA yia Kabe éva amd ta PéAn tng opadag
emBswpnong Me e€€aipeon 1O (2) TeXVIKEG YVWOES TNG EMBOEWPOUPEVNG
0pactnplotntag, to omoio Ba mPEmel va KAAUTTETAL amd TO GUVOAO TG opdadag

emBewpnong.

Eldikétepa ta kputnpla EmbBewpntwy, EmkepaAng EmBswpntwv kat TeEXVIKWY

Epmelpoyvwpdvwy avaAvovtal mapakdtw.
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5.3 Kpttnpla emAoyng embewpntwyv

Ot EAAXIOTEG ATAITACELG TTOU TPETIEL VA TTANPOUVTAL TIPOKEIUEVOU VA avayvwpLoTEL Eva
atopo wg EmBewpntig Zuotnudtwyv Alaxsipiong Ac@dAelag MAnpogoplwy Bdaoel tou
ISO/IEC 27001:2022 civat:

1. EmayyeApatikn ekmaidsuon n  empoppwon emmédou (KAt’ €AAXIOTOV)
Avwtatng Ekmaideuong.

2. Téooepa (4) xpdvia Kat’ €AAXIOTOV TPAKTIKA Kal TANPOUG amacxoAncong
EMAYYEAUATIKA ATACXOANCN OTO AVTIKEIPEVO TNG TANPOoWopIKNG (IT) ek Twv
omoiwv ta OUo TtouAdxiotov o poAo N Acttoupyia mou va oxetidetal pe tnv
ACPAAEL TTANPOPOPLWV.

3. Ekmaideuon Oldpkelag mevte (5) NUEPWY OTO AVTIKEIPEVO TWV EMOEWPNRCEWY
Juotnudatwy Awaxeipiong AcpdAsiag MAnpooplwy Kat otnv Slaxeiplon tng
£mBewpnong.

4. MapakoAouBbnon wG €eKMAIOEUOHPEVOG  €MBewpntNG  TOoUAdxiotov 10
AvBpwtonpepwy (A/H) embBewpnong (mepAapBavopévwy twy Oladlkaclwy
avaokomnong tng tekunpiwong, afloAdynong tng dtakivouveuong, uAomoinong
NG eMBEWPNONG KAl TNG avaopdc tng embewpnong). Ot A/H autég Ba mpémel
va mpogpxovtal amd TouAdxioTtov évav apxikd €Aeyxo motomoinong ISO/IEC
27001 (otddlo 1 kat otadlo 2) i EMAVATIOTONOINON Kdl TOUAAXIoTov évav
€Aeyxo emrtnpnong. Auti n epmelpia 6a amoktnBei Ba mpémel va €xel amokTnOei
Ta teAsutaia 5 xpovia.

Ekmaideuon oto XA tng MAGNUS CERT.
Epmelpia mou eival oxetiki Kat mpdogatn.

7. Awatipnon NG yvwong Kal Twv LKAVOTATWY OTO AVTIKEIPHEVO TNG ACPAAELAC

TANPOWOPIWY KAl TNG E€mMOewpnNong HECW OUVEXOUG ETMAYYEAHATIKAG

avamtuéng.

Ol emBewpntég OMWG avagepetal kat otn oupBaon ouvepyaciag pe to Popéa
Motomoinong, TNV omoia UTOYPAYoUV, PEPOUV akeépaia tnv €ublvn yia tnv Olapkn
EVNUEPWON TOUG OE OXEON HE TIC HETABOAEC TNG VOHOBEGIAG TTOU OLETTEL APEVOG HEV TIG
utnpecie¢  afloAdynong GCUPpOpwong/ €mBswpnong yla TIC OTOIEC €Xouv
e€ouclodotnBei, agetépou TN AlTOUpPyid KAl TA TPOIOVIA TwWV UTO ToTOomOoinon

OPYAVIOHWV/ EMXEIPACEWV.
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5.4 Kpttnpla emMAoYNg EMKEPAANG EMOEWPNTWY

Ot Emke@aAng Embswpntéc mou nyouvtat tng Opdadag Embewpnong mpémel va
TANPOUV TA EAAXIOTA KPLTAPLA TWV EMBWwPNTWY (Tap. 5.3 ) KAl Tautoxpova va €Xouv
OUMETAOXEL VEPYA 0€ OAA Ta 0TASIA TOUAAXIOTOV TPLWYV EMBEWPNOEWY ZUCTNHATWY
Awaxeipiong Ao@dAelag MAnpogopliwyv oUppwva pe to ISO/IEC 27001:2022. H
OUMHETOXN TEPIAAUBAVEL Kal TIG APXIKEG OlAOIKAGIEC Yla TOV TPOGOLOPICHO TNG
€KTAONG KAl TWV opiwv TG €mMBewpnong, Tov OXedlACHO, TNV AvACKOTNoN NG
TeEKUNpiwong kat tng afloAdynong Slaktvouveuong, tnv uAomoinon tng emBewpnong
Kal TNV oUvtagn tng OXETIKNG £€KBeoNG emMBewpPnonG.

EmKke@aAng emMBwpnTEG TTOU £XOUV avayVwPLoTEL WG TETOLOL TEKUNPLWHEVA ATTO AAAO
Awamoteupévo Qopéa Motomoinong, yivovtal amodeKTol wg EMKEPAANG EMOBEWPNTES

Xwpig emmAéov OladIKAGIEG.

5.5 Opdda emapkelag emoswpnong
H opdda embBewpnong kabopiletal emionua Katd tnv avackomnon tng aitnong. H
€VTOAN ToU 006NKe otnv opdda emBewpnong kabopiletal ca@we Kal yVwoTomoLETal
oto meAATn. Mia opdda emBewpnong PTopel va amoteAsital amo €va 1 mepLoooTepa
atopa BAocel Twv AMAITACEWY TIOU TIEPLYPAPOVTAL OTO TAPOV KEPAAALO.
0 ®opéag Miotomoinong Katd tov Kaboplopd NG opadag emMOwpPnNong PPOVTILEL WOTE
va mAnpouvtal Ta akoAouba:
e ‘OMot ot emBswpntéG (Auditor(s), Lead Auditor) 8a mpémel va £xouv amodedelypéva
KAl TEKUNPLWHEVA:
— TVWoEeIg acPAAelag mAnpoPopLwY
— Tvwoelg yia Ta Zuothpata Alaxeipiong
— Tvwoelg yia T apxég dle€aywyng tng emOswpnong
— TVWOELG OXETIKA PE TNV TapakoAoudnon, pétpnon, avdaAuon kat afloAdynon ota
mAaiola evog Tuotipatog Alaxeiptong AcpdaAetag MAnpooplwyv
— Ikavétnta va avayvwpilel Tig evOEIEEIC TTEPIOTATIKWY AGPAAELAC TTANPOPOPLWYV
OT0 €MOsWPOUPEVO OUCTNHA OTIC AVTIOTOIXEC ATMAITACEI( TOU ZUGTAHATOG
Awaxeipliong Ac@dAelag MAnpowoplwy oUppwva pe to mpotumo ISO/IEC
27001:2022, kabwg Kal TIG OXETIKEG TpOTIOTOINCELG TTou ekOidovtal amo tov ISO.
— TVwoelg o€ oxEon HE TOUg KIvOUvVoug avd dpactnplotnta Asitoupyiac.
— Oplopoug, dlepyacieg Kal texvoloyieg mou oxetiovral Ye TV €@ApUoyn tng
AoPAAELAg TANPOWOPLWY OE VAV OPYAVIOHO

— MNpakTikn KatdAAnAn ePmelpia ota mapanavw BEparta.
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MapdAAnAa, 6to 6UVOAO TNG N opada Ba mPEMEL va €Xel Ta akoAouba:

o TEXVIKEG YVWOELG TNG EMBEWPOUHEVNG OpACTNPLOTNTAG

e [VWOELG OXETIKA HE TO VOUOBETIKO KAl KAVOVIOTIKO TAAICIO TOU €MBEwpPOUpEVOU
opyaviopou (to omoio Ouvatal va sival OlaPopeTIKO avd OpactnplotnTta n Kat

TomoBeoia)

Ma tv anédelfn Twv mapamdvw 0 OpYAvIoHOG TNPEL TEKUNPIWHEVESG aTOOEIEELS Yia TO

oUVOAO TwV KPLTNpiwy Tou avagépovral ota KegdaAata 5.3, 5.4 kat 5.5.

0 ®opiag Motomoinong, pe €uBUvVN Tou TexvikoU AlEuBuvth Kal PE TNV dpwyn Twv
Texvikwv EPTEIpOYVWHOVWY TToU OLABETEL, TAPAKOAOUBEL TOUAAXIOTOV avd TPiUNvo TIg
omoleg €€EAIEEIC TWV ATMAITACEWY TWV OXETIKWY TPOTUTIWY KAl TNG KEIPEVNG
vopoBeoiag, evnuepwvovtag KatdAAnAa Tto évtumo EA02-2 MapakoAoubnon
E€wtepikwy Eyypa@wyv Kal KOWVOTIOWWVTAG TIG OXETIKEG TANPOWYOPIEG OTOUG
EmBswpntég péow tng Kotvoxpnotng Baong dedopévwy tou Qopéa Miotomoinong 6mou
OlaBétouv TPAoBACN HE CUYKEKPIPEVOUG KWOIKOUG KAl GE CUYKEKPIUEVO XWPO TNG
(OEOPEUPEVO ATIOKAEIOTIKA Yla OWK TOuG Xpnon) N He dAAo 1oodUvapo Tpomo
Kolvorroinong. H cuAAoyn tng mAnpo@opiag docov agopd Tig aAAayég otn vopobeaia

mpaypartomoleital amod to EOvikd Tumoypageio (et.gr), tn Awavyela (diavgeia.gov.gr)

N and v vopoBetikn Bdon osedopévwy mou dabétel o Popéag Motomoinong. Ze
TMEPITITWON £PAPHOCIHWY aAAAywV UAOTIOLOUVTAL OAEG Ol OXETIKEG OLAdIKAGIEG OTTWG
A02 ‘EAeyxog Eyypagwv kat Apxeiwy, A04 Ecwtepikeég EmBewpnoelg K. AT, KaBwg Kat
ol TPOBAETOUEVEG OXETIKEG EVEPYELEC TIOU avagépovtal oto levikd Kavoviopd

Motomoinong.

5.6 Emdpkela EpmAekdpevou MMpoowmikoU Zuotnpdtwv Alaxeipiong Ac@daAelag
MAnpo@oplwv

Ot poAot ot omoiol epmAéKovTal otny Olepyacia tng motomoinong ivat:

e Ol avacKoTmoUVTEG TIC AITACELG

e O appddiol xoprynong tng motomnoinong

Ektog amd ta Baoika mpoodvia mou €xel mpoodiopicel o Dopéag Miotomoinong, omwg

opifovtat otn Owadikacia A05 Awaxeipion MpoowmikoUu, €0IKA yla ta ZuotApdta

Awaxeipliong Ao@dAeiag MAnpooplwy Bdcel tou mpotumou ISO/IEC 27001:2022,

amaitouvtal Ta akoAouba cUppwva Pe To Annex A tou mpotumou ISO/IEC 27006-

1:2024:
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A. O1 avackomoUVTeG TIG AITACELG gival umeuBuvol yia:
e Tov kKaBoplopod tng ouvBeong tng opddag emBewpnong amd Toug KAatdAAnAoug
EYKEKPIHEVOUG EMBEWPNTEG 1/ KAl EUTIEIPOYVWLIOVEG.
e Tnv avackomnon Twv UTOBAAAOHEVWY QITACEWV TIOTOTOINONG KAl Tnv
Katdption, evnuépwon Kat avabewpnon Tou Xxediou MMpoypdppatog
EmBgwpnong Tou TPLETOUg KUKAOU £pYOU TIGTOTOINGNG.

e Tov KaBoplopod Twv avlpwmonpePWY EMBEWPNONG.

Amatteital va €Xxouv YVWOELG yid Ta akoAouba:

e Ta MPOTUTIA TTOU £ival OXETIKA HE TNV AVATITUEN KAl EQAPHOYN £VOG ZUGTANATOG
Awaxeipiong Aopalelag MAnpo@oplwy, aAAd Kat TPOTUTIA TTOU £ival OXETIKA Kal
Xpnotgomolouvtatl otn dlEpyacia motomnoinong.

e Oplopoug, Olepyacieg Kat texvoAloyieg mou oxetiovtal Pe TNV £@appoyn g
AcPAAELAG TTANPOWYOPLWY CE EVAV OPYAVICHO.

e TO AVTIKEIPEVO, TIG OXETIKEG OlEPYACIES, TA £(0N TWYV 0PYAVICHWY, TO HEYEDOC,
TN Slaxeipion, TN G0N, TIG AEITOUPYIEG KAL TIG OXECELG avAPESa otny avdantuén
Kdl TNV uAomoinon €vog Zuotnpatog Alaxeiptong Ao@aAeiag MAnpo@oplwy Kat
TwV 0pACTNPLOTATWY TNG TMOTOMOINONG TEPIAAUBAVOUEVWY KAl TWV EPYACLWV

TTOU TTPOEPXOVTal Ao EWTEPIKA PEPN.

B. O1 appodiol xopRynong tng motomoinong €ival umeubuvol (katd Katnyopia
moTomoinong Kal Topéa eubuvng Toug) yia:

e Tn Aqyn amdé@aong xopnynong N pn, mMOTOMOINONG KAl TNV TEAIKA €l0iynon
mpog tov Alaxelptotr) Tou Popéa MoTomoinong yla TNV GXETIKA EMKUPWON Kat
£kdoon MetomoinTikoU ZUPHOPYWonG.

e Tov €Aeyx0 TNG EMAPKELAG TWV ava@opwyv embewpnong/ afloAdynong mou
ouvtacoel o EmkepaAng Embswpntig kat aitepa os 0,TL agopd tnv
EMAPKELT TWV ATMOOEIKTIKWY OTOIXEIWV TTOU CUAAEYOVTAl KAl Kataypdagovrat,
WOTE VA TEKPNPWOOUV Ta gupnipata tng embewpnong Kat n apon Twv pn
CUHHOPQPWOoEWY Tou evtomiovtal PEow KATAAANAWY, ATOTEAECHATIKWY Kal
EMAPKWY Ol10pOWOoEWV Kal GlopOWTIKWY EVEPYELWV.

e Tnv emonpavon otov Texviko AleuBuvtr kat otov Emke@aAng EmBswpnti
Bepdtwy Kat onyeiwy mou anattouy Wdiaitepng mpocoxng Kat xpnlouv e€€taong
N amoca@nviong, €ite Katd To oTddlo TPLV TNV ATOYACH XOPNyNong ite Katd

TO OTAOIO TWV PEANOVTIKWY EMMOKEWPEWY EMOEWPNONG EMTAPNONG.
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e Tn dlapKn TAPNON EVNHEPWONG OXETIKA HE TIG EEEAIEELC TNC KEIPEVNC VOpOBESIiag
mou OLETEL TN TMoTomoinon, aAAd KAl TNV A£IToupyia Twv UTO ToTomoinon
OPYAVIOHWY KAl EMXEIPACEWY TOU TOPEA EUBUVNG TOUG KAl avA TEXVIKA TIEPLOXN
OpaAcTNPLOTATWY.

e Tnv ouvelcpopd otnv afloAdynon e€midoong Twv EMBEWPNTWY  Kal
EUTELPOYVWHOVWY Tou Xpnotpotmiolei o Popéag Motomoinong pe Bdaon ta
OTOIXElA TTOU TPOKUTITOUV Amod TNV AvACKOTNOoN TwV avagopwy £mMO£wpnong
mou umoBAaAAovtal yla EAsyxo.

e Tnv mapakoAouBnon Kat afloAdynon TOU IOTOPLKOU €midoong Twv
motomolnpévwy XA mou g@appolouv ot meAdteg tou OI yia TNV GUVOAIKN
TpLETia loxUog TNG moTomoinong Kat TNy ANwn amégaong yla aAAayég otov
TPOYPAUHATIONO TWV ATAITOUHEVWY EMBOEWPRoEWY (aAAayn oTn ouxvotnta
OlEVEPYEIOG TWV EMINPNCEWY, OToV aplOgd avBpwmonuepwy Kabe

emBewpnong, otn cuvbeon tng Opddag EmBewpnong K.AT.).

Amatteital va €xouv YVWOELG yid Ta akoAouba:

e Juotnpata Alaxeiplong yevika

e Alepyacieg kal 0ladikacieg emBewpnong

o ApXEG, TPAKTIKEG KAl TEXVIKEG TNG EMBOEWPNONG

e ATQITACELC TEKPNPIWONG Ot oxéon He To ZUoTnua Alwaxeipiong Aoc@aAeiag
MAnpo@opLWY, TNV LEPAPXia Kal TIG GUOXETIOELG PETAEU TOUG

e Alepyacie¢ mou oxetifovtat pe TO ZUotnpa Awaxeipliong  Ac@dAeiag
MAnpo@opLwv

e [VWOEIS OXETIKA HPE TO VOHODETIKO KAl KAVOVIOTIKO TAQIOIO OXETIKA ME TNV

AGPAAELd TTANPOPOPLWV

5.7 ZUYKPOUGHN CUHQEPOVTWY

Ta péAn tng Opddag EmBewpnong mou ekactote kabopiletal, OV €Xouv Kapia oxéon
HE TIC UG emMBOEWPNON EMIXEIPNOEIS CUPTIEPIAQUBAVOUEVNG OTTOLACONTIOTE OXEONG
TTAPOXNG GUUBOUAEUTIKWY UTINPECLWY, KABWC Kal KABs AAANG EpYAcIaknG i ELTTOPLIKAG
N/ KAl CUYYEVIKAG Oxéong N oxéong Ouvdpevng va B€oel umod ap@loBAtnon tnv
a&lomotia Tou £pyou TNG EMBEWPNONG KAl TIG TTAPEXOHEVES UTINPEGIES TOTOTOINONG
tou ®opéa MioTomoinong, TOUAAXIOTOV yia Ta TeAeutaia (2) xpdvia. MNa Ttov emapKi
éAeyxo Tou BepeAiwdoug INTAPATOG TNG ave€aptTnoiag Kal tng AKEPALOTNTAG TwWV
TMTAPEXOPEVWY UTINPECIWV ToTomoinong, o ®opéag Miotomoinong pappolel GXETIKA

TEKUNPWHEVN dladikacia apepoAnyiag kat akepatotntag Baoet tng A09 ApepoAnyiag
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& Alaxeipion Alakivouveuong, Kat eEAEYXel OlAPKWG Kal PE KABe TPpAoYopo PECO, TNV

Umapén TETolwy Patvopévwy oE KAabe £pyo motomoinong mou avaAauBavetatl. Emiong,

0 @opéag motomoinong Osv UTopel va avaAdBel E0WTEPIKEG EMBEWPNOELG €T TOU

nedlou e@appoyng tou Xuotnpatog Alaxeipong Ac@dAeiag MAnpowoplwv Tmou

TMPOKEITAL va emMOewpnoel Kal eival aveaptnto¢ amd Tov opyaviopd (i toug

0pYaviopoUG) TTOU TTAPEXOUV ECWTEPIKES EMBEWPNOELC.

Bdoet tou ISO/IEC 27006-1:2024, map. 5.2. ot akoOAouBeg Opaoctnplotnteg Oev

OnploupyoUV KATola GUYKPOUGH GUHEEPOVTWV:

e Alopydvwon Kal CUHPUETOXN w¢ ElONYNTAG O EKMALOEUTIKA Tpoypdppata pe
AVTIKEIHEVO TNV OlaXEiplon ac@AAElAg TANPOQOPLWY, OXETIKA ZuoTApAta
Awaxeipliong n emBewpnon, pe tnv mpolmobeon OTL o aAutd Ta Tpoypdupata
TIPOCYEPOVTAL YIA YEVIKEG TTANPOWYOPIEG KAl OXL EIOIKEG CUUBOUAEG OXETIKA HE TNV
UAOTIOINGN TWV AVTIKEIPEVWY AUTWY OE CUYKEKPLUEVO OPYAVICHO

e Ald6eon n dnypoclomoinon (Katomy aitnong) MANPOPOPLWY OXETIKA HE TO TWG O
(POPEAG TOTOTOINONG EPHUNVEUEL TIC ATIAITACELS TWV TPOTUTIWY EMBOEWPNOEWY
motomnoinong

e Alevépyela 6pAcTNPLOTATWY TIPLY ATIO TNV EMOEWPNON Ol OTTOIEG £XOUV WG GTOXO TOV
TPOGOIOPIOPO TNG ETOPOTNTAG TOU OpYaviopoU yia TV £mMBOswpnon mMotonoinong
(Xwpig OPWGS autég ol dpacTNPEIOTNTEG VA KATAANYOUV O GUUBOUAN OXETIKA HE TOV
TPOTmo UAomoinong Kat Ogv XpNOoIPOTOoloUVTAl Yld VA HEWICOUV TOV XPOVO TNG
EMBEWPNONG)

o Alevépyela emBswpnocwy OEUTEPOU Kal Tpitou pEPOUG TPog mpdtuma N
KAVOVIOHOUG TTou OEV AVAKOUY OTO AVTIKEIPEVO TNG ALATOTEUGNG

e Avayvwpion meplBwpiwv BeATiwong Katd tn SLdpKEeLd TG EMBOEWPNONG XWPIG OHWG

VA TIPOTEIVOUV GUYKEKPIPEVEG AUCELG

5.8 Alevépyela EmBewpnong kat Xopriynon Mistomoinong

O 6pot kat Sladlkacieg ya tn ulomoinon tng afloAdynong/ €mBswpnong Kat tnv
EMAKOAOUON 1 PN XopNynon OXETIKAG TMOTOTOINGNG, TapATiBevTal Kal meptypdgovTtat
oto levikd6 Kavoviopo [Motomoinong 2Xuotnuatwy Awaxeipiong tou dopéa
Motomoinong. XTa Mapakdatw mapatifevral EEIOIKEUPEVEG amalTtNOELS TTou oxetilovTtal
HE TNV eMBewpnon Kat afloAdynon CUPHOp®wong ZUcTAPatog Alaxeiptong AcpdAslag
NMAnpogopwyv Katd ta mpotutma ISO/IEC 27001:2022 kat Tou ISO/IEC 27006-1:2024.To
amaitoUPeva TMPooovId yla Tov appodlo xopriynong miotomoinong mapouctaloviat

otov mivaka A1 tou ISO/IEC 27006-1:2024 ou EVOWHATWVETAL 0TNV Tapdypago 5.8.1.
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5.8.1 Altnon kat Avackonnon tng Aitnong

O @opéag motomoinong amaltel amd Tov MEAATN va €Xel €va TEKUNPLWHEVO Kal
g@appolopevo Zuotnua Alaxeiptong AcpdaAelag MANPowopLwy TToU CUHHOPQPWVETAL HE
1o mpdtumo ISO/IEC 27001:2022 kat GAAQ OXETIKA £yypa@a mou amattouvidal yua tnv
motonoinon. Katd ta Aoumd oxUouv OAa ta mpoBAsmopeva oto Meviko Kavoviopo
Motomoinong.

O umelbuvog avaokomnong MPEMEL va €XEl Ta KATAAANAA mpoodvia Omwg autd
meptypagovtal tov mivaka A1 cupg@wva pe to I1SO/IEC 17021-1 kat to I1SO/IEC 27006-
1:2024. O ®opéag Motomoinong SlaBeBAlWVETAL OXETIKA HE TIG YVWOELS TOU pOAoU
autoU, TTOU TIPETTEL VA KATEXEL TO TEXVOAOYIKO, VOHUIKO KAl KavovIoTIKO TAAiclo oXeTIKA
HE TO XUotnupa Awaxeipiong AcpdAsiag MAnpogoplwy, wote va 1o afloAoynoel. O
KAtwOl mivakag A1 damOTUTIWVEL TNV OUVOAIKA YVWON Kal TIG IKAVOTNTEG Tou
amaitoUvtal ya TNV avaokomnon aitnong, aAAd kat tov Appodio Xopnynong

Motomoinong.

Table A.1 — Knowledge for ISMS auditing and certification

Certification functions
Conducting the application review S .
; . Reviewing audit .
to determine audit team . Auditing and
. reports and making .
Knowledge competence required, to select pe o leading the
- certification .
the audit team members,and to . . audit team
. t . decisions

determine the audit time
Information security
management
terminology, 7.1.2.4.2 7.1.2.1.2
principles, practices
and techniques
Information security
management system 7.1.2.3.1 7.1.2.4.3 7.1.2.1.3
standards /normative
documents
Business
management 7.1.2.1.4
practices
Client business sector 7.1.2.3.2 7.1.2.4.4 7.1.2.1.5
Client products,
processes and 7.1.2.3.3 7.1.2.4.5 7.1.2.1.6
organization
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5.8.2 Mpoypappa EmBewpnong kat Zx£dlo Embewpnong

To Npoypappa EmMBewpnong yia Tig emMOewpnoelg ZUCTNHATWY Alaxeiplong Ac@aAelag
MAnpooplwv Tmpémel va AapBdavel umoywly tou Kal ta control tou Annex A mou
€@appolel o opyaviopog Baoel Tng AnAwong E@appoyng (Statement of Applicability).
Katd ta Aoimd oxUouv OtL mpoBAfmetal oto lMeviko Kavoviopd Miotomoinong mou
TMEPLYPAPEL AETITOPEPWCE TIG ATIAITACELG TWV Tapaypagwy 9.1.3 kat 9.2.3 tou ISO/IEC
17021-1.

To ox€dlo embBswpnong TPEMEL va TPoodlopilel Tn xpron BondBNnTIKWY TEXVIKWY
emBswpnong mou Ba xpnolgomoinBouv Katd tn Owdpkela TG embewpnong (o€
TMEPITTWON ToU autég Ba xpnotpomondouv), avaAdoya pe tnv mepimtwon. To OiKTuo
BonONTIKWY TEXVIKWY €MBOewpnonNg HMopsl va mePAAPBAvELl, yla TaApAdslypd,
TNAESIAoKEYWN, OLadIKTUAKNA GUOKEWN, OladpacTIiKn emMKolvwyvia mou Baciletal oto
OladiKTUO Kal amOPAKPUOHEVN NAEKTPOVIKA TPOcBAcn oTnv TEKUNPiwon N TG
dlepyaoieg tou Zuotipartog Alaxeiptong AcwdAsiag MAnpogoplwy. H eotiaon twv ev
AOYW TEXVIKWY Ba TPETEL VA EVIGXUEL TNV ATIOTEAECHATIKOTNTA KAl amodoTIKOTNTA TNG

EMBewpPnNoNG Kal va olac@aAilel tnv akepaldtnta tng dlepyaciag emoswpnong.

5.8.3 KaBoplopog Xpdvou Embewpnong
Ma TG apxikeég emBOswPNoelG 1oXUEL 0 TMAPAKATW TIVAKAG HE TAPATOUTEG OTIC
mapaypdgoug tou ISO/IEC 27006-1:2024.

Number of persons ISMS audit time for Number of persons ISMS audit time for
doing work under the initial audit doing work under the initial audit (auditor
organization’s control (auditor days) organization’s control days)

1-10 5 876~1175 18.5
11~-15 6 1176~1550 19.5
16~25 7 1551-2025 21
26~45 8.5 2026~2675 22
46~65 10 2676~3450 23
66~85 11 3451-4350 24
86~125 12 4351~5450 25

126~175 13 5451-6800 26

176~275 14 6801~8500 27

276~425 15 8501~10700 28

426~625 16.5 > 10,700 Follow progression above
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Table B.1 — Audit time chart

Ma Tg emBewpNOEI MOTOMOINONG OXUOUV OAd O00a TePlypdgovtal oTo leviko

Kavoviopd Miotomoinong (1/3 tou apxikoU xpovou yld tThv emtnpnon Kat 2/3 ya tnv

emava&loAdynon).

Ot Tipég mou gpavilovrtal otnv otnAn «ISMS audit time for initial audit (auditor days)»

TOU Tapamdvw mivakd, amoteAoUv TtV TIPA BAong tng apxIKNg £mBOswpnong Kat

pmmopei va augnBouv 1 peiwbouyv Baon tng MOAUTAOKOTNTAG TOU 0pyavicpoU.

Ot Tég autég meptAapuBAavouy tov Xpovo Tou amalteital yla tnv Olevépyela Tou 1ou

Jtadiou, tou 20U Xtadiou, TNG TPOETOlPAciag, TnG Onpoupyiag tng £kBeong

EMOEWPNONG KAl TNG CUVOALKAG TEKUNPIWONG TNG EMBEWPNONG.

Ma tov mpoodloplopd TG TOAUTTAOKOTNTAG TOU CUCGTAHATOC, KAl XPNOIHOTIOIWVTAG Td

otolxeia mou didovtal amod ToV OpyavioHo oTnV aitnon, Xxpnolgomolouvtatl ol akoAoubot

mivakeg Tou mapaptipatog C tou ISO/IEC 27006-1:2024.

Factors (see B.3.4)

Table C.1 — Classification of factors for calculating audit time

Impact on effort

Reduced effort

Normal effort

Increased effort

a) complexity of

the ISMS:

e information security
requirements
[confidentiality,
integrity and
availability, (CIA)]

e number of critical
assets

e number of processes
and services

¢ Only little sensitive or
confidential information,
low availability
requirements

e Few critical assets (in
terms of CIA)

¢ Only one key business
process with few
interfaces and few
business units involved

e Higher availability
requirements or some
sensitive / confidential
information

e Some critical assets

e 2-3 simple business
processes with few
interfaces and few
business units involved

e Higher amount of sensitive or
confidential information (e.g.
health, personally identifiable
information, insurance, banking)
or high availability requirements

e Many critical assets

e More than 2 complex processes
with many interfaces and
business units involved

b) the type(s) of
business performed
within scope of the
ISMS

e Low risk business
without regulatory
requirements

e High regulatory
requirements

e High risk business with (only)
limited regulatory requirements

c) previously
demonstrated
performance of the
ISMS

e Recently certified

¢ Not certified but ISMS
fully implemented over
several audit and
improvement cycles,
including documented
internal audits,
management reviews
and effective continual
improvement system

e Recent surveillance
audit

¢ Not certified but
partially implemented
ISMS: Some management
system tools are
available and
implemented; some
continual improvement
processes are in place
but partially
documented

¢ No certification and no recent
audits

¢ ISMS is new and not fully
established

e (e.g. lack of management system
specific control mechanisms
immature

e continual improvement
processes,

¢ ad hoc process execution)

d) extent and
diversity of
technology utilized in
the implementation

¢ Highly standardized
environment with low
diversity (few IT-
platforms, servers,

e Standardized but diverse
IT platforms, servers,
operating systems,
databases, networks

e High diversity or complexity of IT

¢ (e.g. many different segments of
networks, types of servers or
databases,
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of the various
components of the
ISMS (e.g. number of
different IT plat-
forms, number of
segregated networks)

operating systems, data-
bases, networks, etc.)

e number of key applications)

e) extent of
outsourcing and
third-party
arrangements used
within the scope of
the ISMS

¢ No outsourcing and little
dependency on
suppliers, or

e Well-defined, managed
and monitored
outsourcing
arrangements

e Outsourcer has a
certified ISMS

¢ Relevant independent
assurance reports are
available

e Several partly managed
outsourcing
e arrangements

e High dependency on outsourcing
or suppliers with large impact on
important business activities, or

¢ Unknown amount or extent of
outsourcing, or

¢ Several unmanaged outsourcing
arrangements

f) extent of
information system
development

¢ No in-house system
development

e Use of standardized
software plat- forms

¢ Use of standardized
software plat- forms
with complex
configuration/
parameterization

e (Highly) customized
software

e Some development
activities (in-house or
outsourced)

e Extensive internal software
development activities with
several ongoing projects for
important business purpose

g) number of sites and
number of Disaster
Recovery (DR) sites

e Low availability
requirements and

e no or one alternative DR
site

e Medium or High
availability requirements
and no or one
alternative DR site

e High availability requirements
e.g.24/7 services

e Several alternative DR sites

e Several Data Centers

h) for surveillance or
re-certification
audit: The amount
and extent of change
relevant to the ISMS in
accordance with
ISO/IEC 17021-1,
8.5.3

e No changes since last
recertification audit

e Minor changes in scope
or SoA of ISMS, e.g.
some policies,
documents, etc.

e Minor changes in the
factors above

e Major changes in scope or SoA of
ISMS, e.g. new processes, new
business units, areas, risk
assessment management
methodology, policies,
documentation, risk treatment

e Major changes in the factors
above

C.2 - Factors related to business and organization (other than IT)

Type(s) of business and
regulatory requirements

1. Organization works in non-critical business sectors and non-regulated sectors *

2. Organization has customers in critical business sectors *

3. Organization works in critical business sectors *

Process and tasks

1. Standard processes with standard and repetitive tasks; lots of persons doing work
under the organization’s control carrying out the same tasks; few products or services

2. Standard but non-repetitive processes, with high number of products or services

3. Complex processes, high humber of products and services, many business units
included in the scope of certification (ISMS covers highly complex processes or relatively
high number or unique activities)
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Level of establishment
of the MS

1. ISMS is already well established and/or other management systems are in place

2. Some elements of other management systems are implemented, others not

3. No other management system implemented at all, the ISMS is new and not established

* Critical business sectors are sectors that may affect critical public services that will cause risk to health, security,
economy, image and government ability to function that may have a very large negative impact to the country.

C.3 — Factors related to IT environment

IT

infrastructure

complexity

1. Few or highly standardized IT platforms, servers, operating systems, databases, networks, etc.

2. Several different IT platforms, servers, operating systems, databases, networks

3. Many different IT platforms, servers, operating systems, databases, networks

Dependency on
outsourcing
and suppliers,

including

cloud services

1. Little or no dependency on outsourcing or suppliers

activities

2. Some dependency on outsourcing or suppliers, related to some but not all important business

3. High dependency on outsourcing or suppliers, large impact on important business activities

1. None or a very limited in-house system/application development

Information 2. Some in-house or outsourced system/application development for some important business
Zystelm purposes
evelopment 3. Extensive in-house or outsourced system/application development for important business
purposes
C.4 — Impact of factors on audit time
IT complexity
Low (from 3 to 4) Medium (from 5 to 6) High (from 7 to 9)
High (from 7 to 9) +5 % to +20 % +10 % to +50 % +20 % to +100 %
BUSINESS | \jedium (from 5 to 6) 5%t0-10 % 0% +10 % to +50 %
complexity
Low (from 3 to 4) -10% to -30 % -5%to-10% +5% 1020 %

TomoBsoIwV:

5.8.4 AstypatoAnyia MoAAanmAwy Eykatactdoswy

UTTOKELVTAL O€ KEVTIPLKN avackomnon amoé tn Aloiknon.

‘Omou €vag meAATNG €xeL Pla oglpd amod tomobeoieg (sites) mou MAnpoUv ta Kpltnpla
amo 1o a) wg To ¢) Mapakdatw, o Popéag Motomoinong eE€TALEL XPNOLUOTOLWVTAG HLlA
nmpooctyylon Baclopévn o€ Oeiyda TPoOG €mMBwPNon TMOTOmMoiNoNG MOAAATAWY

a) '‘OAa ta sites Asltoupyouv KAtw amo to idlo ZAAIM, mou SlaxelpileTal KEVIPIKA, Kat

b) 'OAeg ot Tomobecieg meplAapBavovtal 6To mpoypappa embswpnong tou ZAAM tou

meAATN.
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c) '‘OAeg ol TomoBecieg mepAapBavovtal oto mpoypappa avackomnong tou XAAM tou

meAATN.

0 ®opéag Motomoinong cUM@wva Kat Pe ta mpoBAsmopeva oto Mevikd Kavoviopd
Motomoinong OlaBETel pla mpooéyylon Baolopévn oe OstypatoAnyia moAAATAwWY
£YKATAOTAGEWY, ToU Yyia To ZAAM e€acpalilel emmA£ov Ta akoAouba:

a) H avaokomnon tng apxikng cUpBaong mpocdlopilel, yia 1o PeyaAutepo duvatd
Babud, tn dwawopd petalu twv sites, wote va Pmopel va KaboploTel Eva eMApKEG
emimedo tng dstypatoAnyiag.

b) ‘Exouv AngBei yia detypatoAnyia avtimpoowieuTikoU aplBpol Twv TomoBecIwy
amno tov Popéa Motomoinong, AapBdavovrag umoyn:

1) Ta AMOTEALCUATA TWV ECWTEPIKWY EMBOEWPNCEWY A0 TA KEVIPIKA Ypageia
Kdl TIG TOTOBEGIEG,

2) Tta amoteAéopata Tng avackomnong amd tn Awoiknon,

3) mapaAAayEg oto PéEyeBog Twy sites,

4) mapaAAay£g OTOV EMXEIPNOLAKO/ EMXEIPNHUATIKO CGKOTIO TwV sites,

5) MOAUTAOKOTNTA TWV TANPOPOPIAKWY OCUCTNHATWY 1 CUCTNHATWY
TTANPOPOPLWY TWV OLAPOPETIKWY Sites,

6) OlLaPOPOTIOINGELG OTIC EPYACIAKEG TTPAKTIKEG.

7) mapaAiayég o€ OpactnploTNTEG Mou avaAauBdavovrat,

8) mapaAAayEg Tou oxedlacpoU Kal TNG AEITOUPYIAG TwV EAEYXWY,

9) mBav aAAnAemidpacn He Kpiolda MANPOQPOPLaKd cUCTANATA 1 CUCTAMATA
TANPOWOPLWY Yla ene€epyacia euaicbnTwy TANPOYOPLWY,

10) TUXOV OLAPOPETIKEG VOULKEG ATIALTAOELG,

11) YEWYPAPIKEG KAl TTOMTIOTIKEG TITUXEG,

12) kataotaon emmédou mMKIVOUVOTNTAG TWV sites,

13) TMEPIOTATIKA ACQPAAELAG TTANPOPOPLWY OTIG CUYKEKPIUEVEG TOTTOBEGIEG.

c) ‘Eva avuumpoowmeutiko Osiypa emAEyeTal amd OAa ta sites evidg tou mediou
gpappoyng tou XAAM tou meAdtn. Auti n emAoyn Baciletal o€ pubuioTiKA emAoyn
TTOU avTavakAd Toug apAayovTteg mou mapouctalovtal 6To oTolxeio b).

d) KdabBe tomobecia mou meplAapBdavetal oto XAAM Kal UTOKELTAL O ONPAVTIKOUG
KIvOUVOUG MBswpEIiTal amod Tov QopEa MOTOMmoiNoNG TPLY Aamo TV moTomoinon.

e) To mpoypappa emBewpnong €xel oxedlaotel AauBAavovtag umoyn TG avwTépw
ATAITACELG KAl KAAUTITEL AVTITTPOCWTEUTIKA Oslypata amd 1o medio pappoyng tng

motomoinong Tou ZAAM evtog MePLOOOU TPLWV ETWV.
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f) Ztnv mepinTwon eVTOMGOHOU PLAG N GUHHOPPWONG, £(TE 0TA KEVTIPIKA Ypaweia site
o€ €va povo site, n OloPOWTIKA EVEPYELA LOXUEL YIA TA KEVIPIKA YPAPEIQ KAl OAEG

TIG TomoBeoieg MoU KAAUTITOVTIAL ATIO TO TMOTOTOINTIKO.

H emBewpnon mpémnel va KaAumtel dpactnplotnteg otny £€0pa Tou MEAATN, WOTE vd
olac@aliost Ot to ZAAM 0XUel yia OAeg TIC TomoBecieg Kal avrikatomtpilel Tnv
KEVTPLIKN Olaxeiplon o€ emxelpnolakd emimedo. H emBewpnon mpEmel va KAAUTITEL OAa

Ta BEpata mou TEPLYpAPoVIAl TTAPATTAVW.

O apBpog twv avBpwmonuepwy avd tomobecia, cupmeplAapBavopévou tng £dpag/
TOU KeVIPIKOU ypageiou, umoAoyiletal yla Kabe tomobeocia. Melwoelg pmopei va
€@appootolV yia va Ang@bouv umoyn Ta TUAPATa tng £mBswpnong mou Ogv ival
OXETIKEG OE O,TL aopd Tnv £0pa/ TO KEVIPIKO ypageio [ TI¢ ava tomobeoia
Oleubuvoelg. Ot Adyol mpEMEL va Kataypdgovtal Katd tny avackomnon aitnong evtog

tou evtumou EA10-4 Avackomnon Aitnong ISO 27001.

5.8.5 Evépyeleg mptv T die€aywyn Tng emBewpnong

0 ®opéag Motomoinong amattei o€ KABe MePIMTWON 0 MEAATNG va OlEvePYEL OAEG TIG
amapaitnteg OlEUBETAOELG Yia TNV TPOcBAon ot EKOEOEIG ECWTEPIKWY EMOEWPNOEWY
Kal €kBéoelg amd avefdptnteg afloAoynoelg NG ACPAAELAG TWV TANPOPOPLWVY.
TouAdxiotov ol aKOAOUBEG TTANPOWOPLEG TTPETIEL VA TIAPEXOVTAL ATIO TOV TEAATN KATd
10 0TAd0 1 TNG EMBEWPNONG APXIKAG TOTOTOINONG:

a) MevIkEG MANPOWOPIEG OXETIKA pe To ZAAM Kal TIg dpacTNPIOTNTEG TOU KAAUTTovTal,

b) ‘Eva avtiypago tng anattoUupevng TEKUNPiwong tou ZAAM

Evdeiktika:

e [oAtikn Aopaleiag

e [edio Eappoynig

e [loAtikn AcgpdAetacg MAnpopoplwyv

e Awadikaocia AEloAdynong Kivouvou

e AnAwon E@appoyng

e Xtdxol AcpdAsiag

e [Mpoypappa Ecwtepikwy EmBewpnoswy

e AmoteAéopata Tng TEAEUTAIAG ECWTEPIKAG EMBEWPNONG

e [paktikd tng teAeutaiag avackomnong amo tn dloiknon
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0 ®opéag Motomoinong Oev miotomolel €va XZAAM €KTOC KAl av €Xel EPAPHOOTEL
TOUAAXLOTOV pid opd pE TNV 0AOKARPWON Hiag avackomnong amo tn dloiknon Kat piag

E0WTEPIKNG EMBEWPNONG TTOU KAAUTITEL TO TEGIO TNG TOTOTIOINONG.

Nedio Eqpapuoync

H opdda emBewpnong Ba emBewpnoEL TOV AITOUPEVO 0pYavIoHd oTo TEdio EQAapHOYAS
TTOU £XEL ALTNOEL CUP@PWVA HE OAEG TIG EQPAPHOCIHUES ATTAITACELS TOTOTOINONG. Z€ KABE
TMEPIMTWON Kavévag opyaviopog O0ev pmopel va aitnBel motomoinon €vavtl twv
amaitiogwy tou I1SO/IEC 27001:2022 e€aipwvtag omoladAToTE Ao TIG ATAITAOELG TTOU
mepléxovral ot mapaypdgoug 4 €wg 10 tou mpotUmou. Ol ATMAITACEI AUTEG
gumAouTifovtal avda mepIMTwon HE TIG avTioToIXeG anattioelg twv Controls Tou Annex
A tou mpotUTiou, TTou e@appodovtal amo Tov opyaviopd BAoel Twv EMBUPLWY TOU, TNG
dlepyaciag dwaxeiptong KivoUuvou Kal amotumwvovtal otnv AjAwon Egappoyng tou
(Statement of Applicability).

H opdda embBewpnong 6a emBeBaiwoel Ott ol amaitioelg tou mpotumou ISO/IEC
27001:2022 map. 4.3. mAnpouvtal 600V agopd To medio EPAPHOYNC.

H ékgppaon tou mediou spappoyng Ogv sival mapamAavnTikn, 0V TEPIEXEL AVAYPAPES
Ot TPOIOVTA, eV ALEELG OMWG «ACPAAiC», «AopdAela», «EEaoc@pdalion» K.Am. Ogv
avagépovtal oto emimedo ac@AAElAg Tou opyaviopdoU Kal Ogv UTovoeital OtTL n
OUYKEKPIPEVN uTinpeaia 1 dlepyacia gival mo olac@aAlopévn amd Kamowa aAAn.

0 ®opéag Motomoinong oeiAel va eEacpalioet 0Tt n Sladikacia Kal ta anoteAéopata
NG afloAoynong Kat avilPeTwmong KivOUvwy avtikatontpifouv Tig 6pactnplotnTeg
Kdl Ta 0pld Toug Omw¢ auto @aivetal oto medio epappoyng. To (0lo MPEMEL va 1oXUEL
Kal yua tnv AjAwon E@appoyng. O ®opéag Mictomoinong amatteital va emaAnbeUoel
otL umapxel pla AfAwon E@pappoyng ava medio e@appoyng.

0 ®opéag Motomoinong Ba mpémet va SlacaAilel OTL Ol OLETAPES PE UTTNPECIEG Kal
O0pacTNPLOTNTEG TIoU OgV £ival (MANPWS N HEPIKWG) EVTOC Tediou epappoyng tou ZAAM
£€XOUV avayvwpLloTEL Kal amoTuTiwVvovTdl Kal péca amo tnv dlepyacia tng dlaxeipiong

Kivouvou.

5.8.6 Alevépyela TnG EMBEWPNONG
O emBewpnoelg Olevepyouvtal amd TNV KAatdAAnAa opiopévn Opdda Embewpnong mou
OoUvatal va amoteAsital amd EmBewpntég Kat Texvikoug Epmelpoyvwpoveg umd tnv

Kabodnynon Kal To OUVTOVIoHO evlag EmkepaAng Embswpntn, oUppwva HE TIG
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Awadikaoisg, 00nyieg Epyaciag kat ta ‘Eviuma mou éxel ouvtdéel o Dopéag
Motomoinong Kat amoTeAOUV TVEUHATIKN OLOKTNGIa Tou. AUTEG gival ol akOAOUBEG:

e Awdikacia Motomoinong Kat ta oXeTika ‘Eviuma,

e Awdikacia EA£yxou Xpriong Aoydtumou Kat Znpdtwy,

e Awadikacieg mou agopouyv to MPocw KA Kat ta oxXeTika ‘Eviuma,

e Awdikacia ApepoAnyiag,

e Awdikacia Mpootaociag tng EpmoteutikdTNTAC,

e [evikog Kavoviopog Miotomoinong,

e E101ko¢ Kavoviopog Mistomoinong ISO/IEC 27001:2022,

Ot avtikelpevikoi okotoi Tng emBewpnong mpémel va meptAapuBavouv tov Kaboplopo
NG ATOTEAECUATIKOTNTAG TOU CUCTAMATOC Olaxeiplong, wote va emBeBawwbel otL o
meAdtng, Bdoel g afloAoynong Twv KvOUVwY €XEL UAOTIOINCEL E£QAPHOCIHOUG
€AEYXOUG Kal €XEL EMTUXEL TOUG OTOXOUG TNG ACPAAELAG ETMKOIVWVIAC.

H opdda embswpnong Kabopiletal mionpa KATd TNV avackomnon tng aitnong Kat
epodialetal pe ta KataAAnAa yypaga epyaciag. H evtoAn mou divetal otnv opada
emBswpnong kKabopiletal capwg Kal yvwoTtomoleitat oto meAdtn. Mwa opdda
emBswpnong pmopeil va amoteAsital and €va dtopo, umd tnv mpoimobeon OTL TO
TPOCWTO autd MANPoi OAa ta KpLtnpla mou opidovtdl avwTEPwW.

O1 evépyeleg mou ouvBEétouv Tnv embeswpnon oto TAdiolo NG £mdnTtoUpevVNg
motomoinong, Kabwg Katl ol HEBOJOL Kal TEXVIKEG TTou e@appolovtal, meplypagovtal
oto Meviko Kavoviopo Motomoinong tou ®opéa Miotomoinong. Zta akdAouba onpeia
€EEI0IKEVETAL TO MEPLEXOPUEVO TNG EMBEWPNONG KAl AVAPEPOVTAL CUVOTITIKA Ol TITUXEG
Tou Zuotnparog Alaxeipiong Ac@daAsiag MAnpoopilwy Katda ISO/IEC 27001:2022, mou
eAéyxovtal Kal Twv omoiwv afloloyesital o BaBUOg CUPHOPPWONG HE TIC AVTIOTOIXEG
ATaITACELG TTOU OETEL TO OLEBVEG TpOTUTIO.

To xpoviko didotnpa petagl 1ou Kat 2ou Xtadiou Oev Pmopei va umepBei Toug £€L (6)
HAVEC Kal o€ avTiBetn mepintwon emavaAapBavetat mAnpwg to Ztado 1. Emonpaivetat
pPNTA OTL €AV MPOKUWEL OTL 0 BaBUOg cUPHOPPWONG Tou MBEWPOULEVOU OpyavicHoU,
0 omoiog dlepeuvdrtal Katd to Xtadlo 1, OV CUUHOPYPWVETAL HE BACIKEG ATAITACELS
TOu TpoTUToU, Umopel va onpatodotnost aduvapia ektéAeong tou Xtadiou 2. Touto
Kabiotatal cageg Kal ypamtwe oTov £MOswpPOUUEVO opyaviopo, o omoio¢ Old tou
EKTIPOOWTIOU TOU AQuBAveEL €vuTOypa@A Yyvwon TEPL TWV dAMOTEAECUATWY TNG

emBewpnong tou Xtadiou 1.

To Xtadio 1 evEXeL TOUG AKOAOUBOUG GTOXOUG:
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. va Oamotwlel o Babpog etootntag mou emMOEKVUEL O EMBEWPOUNEVOG
0pYavIoHOg yla TNV emBewpnon tou Xtadiou 2,

. va cUAAEYoUV OAa ekeiva Ta avaykaia 0G0PEVA KAl OTOIXEIA WOTE VA OXEOLAOTEL
KATAAANAQ Kal EMAPKWE TO TTPOYPAUHA TNG EMBewpnong tou Ztadiou 2,

. va avaokomnOsi

. Kat va emBeBaiwbei 0Tl 0 emMBOeWPOUPEVOG OPYAVIOHOG €XxEl OXeOLAOEL,
uAoTrolfoel Kal e@appooel Tnv Baolkn Kat amaitnti amo to mpotumo ISO/IEC
27001:2022 tekpunpiwon.

Eldikotepa, katd to Ztadio 1, aloAoyouvtal Kal EAEyxovtat:

. H kataAAnAotnta Ttou oxedlacpoU Tou Xuotnpatog Alaxeipiong Ao@daAelag
MAnpo@oplWY o€ 0,TL agopd Tn OuUVATOTNTA KAAUWYNG TWV CKOTIWY, CTOXWY
KAl TNG KABLEPWHEVNG TTOAITIKAG TOU opyaviopou (EAEyxetal n TEKUNPiwaon tou
meAATn mou anatteitat oto mpotumo ISO/IEC 27001:2022, n emapkng Katavonon
Tou oxedlacpou Tou XAAM oto mMAaiclo tng opyavwong Tou TEAATN, N EKTiMNON
KIVOUVWY KAl O METPLACHOC TOUG GUHTEPIAAUBAVOHEVWY TWV EAEYXWV TOU
kaBopilovtal, n MOAITIKA ACPAAELAC TANPOPOPLWY KAl Ol OTOXOL).

. Katd mocov n Olamotwpévn £€KTAon E€QAPHOYNAG TwV TPOBAEWEwWY TOU
Zuotnpartog Alaxeipiong AcpdaAetag MAnpo@oplwv dikatoAoyei tn SlevEpyELa TOU
gmopevou otadiou Tng emBewpnong (Ztadwo 2).

. O BaBuog cupHOPYWONG TWY TPOYPAUHATWY €MAARBeuong, EMKUPWONG Kdal
BeAtiwong TNG AMOTEAEOUATIKOTNTAC TOU  £@APHOlOUEVOU  ZUCTAHATOG
Awaxeipliong Aoc@dAeiag MANpo@oOPLWY HE TIG AMAITACEIS TOU EQPAPHOCLHUOU
mpotUTou.

. H dievépyela Eowtepikng EmBewpnong kKat Avackomnong améd tn Aloiknon.

. O €VIOMONOG MEPIMTWOEWY KAl adUVAMIWY OTNV £QAPHOYN TOU ZUCTAHPATOG
Awaxeipiong Ao@daAelag MANPoWopLwy TOU UTIOPEL va TPOKAAECOUV EU@AVION
OUVNTIKWY HN CUHHOPPWOoewY Kat xpnlouv 10laitepng mPOocoXNG KAtd Tn

ole€aywyn g TEAIKNG aloAdyNnong CUUHOPPWONG.

Me Bdon ta eupipata moU TEKPNPLWVOVTAL 0TO XTAdlo 1 otnv £€kBeon emBewpnong,
avantuooetal £va oxédlo embewpnong yia tn die€aywyn tou Xtadiou 2. EKTog amo
Vv afloAoynon Tng amoTEAECHATIKNG £@appoyng tou ZAAM cupgwva pe to I1SO/IEC
27001:2022, ot otoxol Tou Xtadiou 2 agopouv tnv emBeBaiwon OTL 0 MEAATNG TNPEL
TIG OIKEG TOU TIOAITIKEG, OTOXOUG Kal OLadIKAGIEG.

Ma va yivel auto, n embewpnon Ba emKeVIpwOEl oTa MTapakdtw BEpata tou meAdTn:
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a) Ofopeuon TNG Avwtatng Aloiknong yla tnv MOALTIKN AGQAAELAg TANPOYOPLWY Kal
TOUG OTOXOUG TNG AGPAAELAG TTANPOPOPLWY,

b) amaitioelg tekunpiwong mou meptAapuBavovtat oto mpotumo ISO/IEC 27001:2022,

c) afloAoynon tng acPAAELAs TwY TANPOYPOPLWY TTOU OXETIovVTal PE TOUG KIVOUVOUG
KAl OTL Ol EKTIPNCELG EMKIVOUVOTNTAG TAPAYOUV CUVETH, £yKUPA KAl CUYKpPIoIHa
amoteAéopata €av n ekdNAwon Twv KivoUvwy emavaAngoei,

d) Mpoodioplopdg twv Control Objectives kat Controls Baocel tng a&loAdynong
KIVOUVWY Yld TNV AC@AAEld TTANPOQOPLWY Kal TwV OLEPYACIWY AVTIHETWITIONG
TOUG,

e) mAnpowopieg €mMOOCEWY ACPAAEiag Kal AMOTEAECHATIKOTNTA Tou ZAAM,
a€loAdynon o€ oX£on PE TOUG OTOXO0UG ACPAAELAS TTANPOYPOPLWY,

f) avtiotowxia petall twv kKaboplopévwy controls, Tn AnAwon E@appoyng kat ta
amoteAéopata tng afloAoynong twv KivOUVwY ac@AAElag mANpoQ@opLwy Kat tn
Olepyaocia avTPETWIIONG Kal TNV TOALTIKA dC@AAELAG TANPOQPOPLWY KAl TOUG
OTOXOUG.

g) e@appoyn twv controls, AauBavovtag uTdYn To ECWTEPLIKO KAl EEWTEPIKO TAAiCLO
Agttoupyilag Kal Toug ouvageic Kivouvoug, tnv mapakoAoubnon, pETpnon Kat
avaiuon twv OlEPYACIWY ACPAAEIAS TTANPOYOPLWY TOU OPYAVIoHOU Kdal TOUG
eAéyxoug, yla va mpoodloplobei av ta otolxeia eAEyxXou gival £@appooTEéd Kat
avtamokpivovtal 6Toug 6eONAWHEVOUG OTOXOUG ACPAAELAG TTANPOPOPLWY,

h) ta mpoypdupata, Olepyacieg, SlAdIKACIEG, APXEid, ECWTEPIKEG EMOEWPNOELG Kal
avaoKOoTNOELG TNG amoTeAsopatikotnTag tou ZAAM yia va e€ac@aliotei otL autd
gival avixvelolga OTIG AMoWAcel tTNG Avwtatng Aloiknong Kal tnv MOALTIKA

acPAAELAg TANPOYPOPLWY KAl TOUG GTOXOUG.

H Opdada EmBswpnong mpemel va:

a) amattei amd tov meAdtn va amodeifel Ot n afloAdynon NG ac@dAslag
TANPOPOPLWY TTOU GXETI{ovTal PE TOUG KIVOUVOUG Eival GUVAQEIG KAl EMAPKEIC Yia
™ Acttoupyia tou ZAAM kat eviog tou mediou tou ZAAIM.

b) dwamotwoel Katd mocov ol Sladlkacieg Tou MEAATN yla TNV tautomoinon, tnv
e€€taon Kat tnv aloAdynon tg acPAAELag TwY MANPOPOPLWY TTOU oXeTidovTal Ye
TOUG KIvOUVOUG Kal TA AMOTEAECHATA TNG EPAPHOYNG TOUG Eival GUVETIEIG HE TNV
TOAITIKA, TWV OKOTIWV KAl TWV OTOXwV tou meAdtn. O @opfag motomoinong
amogacilel, €miong, €av ol 0ladlkacieg mou xpnotpomolouvtal otnv afloAdynon

TwV KIVOUVWY gival KatdAAnAeg Kat s@pappolovtal cwotd.

EKAOZH :1n /01.04.2025
ErKPIZH ¢ AIAXEIPIZTHZ ZEAIAA | 257/ 30
YNEYOYNOZ : Y.A.Z.



@ ‘ EKI - EIAIKOZ KANONIEMOZ MIZTOMOIHZHE ISO/IEC 27001:2022
MAGNUS ‘ EAEFXOMENO EFTPA®O

e O,TL agopd TNV €kOeon £mOewpPnoNg, €KTOC AMO TIC ATAITAOCELS Ol OTOIEG

nmpoBAfmovtat oto mpodtumo ISO/IEC 17021-1, auth) TPEMEL va TAPEXEL KAl TIG

akOAouBeg TANPOWYOPIEG 1 Hla avaopd o€ AUTEG:

a) pia cuvoywn TNG avackomnong Twv eyypdewy,

b) tnv avdAuon KivoUvou ylda TNV ac@dAEld mTANPOYOPLWY TOU TEAATN,

C) TUXOV ATMOKAICEIg amd To MPOYpappa emMBewpnong (M.X. TEPLOGOTEPO N ALYyOTEPO
XpOVo TIou damavdatal o€ OPICHEVEG TAKTIKEG OpAoTNPLOTNTEG),

d) to medio motomoinong ZAAIM.

H €kBeon embewpnong eival eMApKwe AETTOPEPNG, WOTE va OLEUKOAUVEL Kal vda

umootnpilel TNV amogaocn motomnoinong. MeptAapBavel Ta akoAouba:

a) ONUAVTIKEG TEXVIKEG Kal Tn peBodoAoyia emBewpnong Tou xpnotdomolnénkay,

b) mapatnpnoslg mou £ytvayv, TOo0 BETIKEG (TM.X. afloonHEiWTa XapakInploTikd) 660
KAl apVNTIKES (TT.X. MOAVEG N CUUHOPPWOELG)

C) OXOAld OXETIKA HE TN OCUPHOp@won Tou ZAAMN Tou TMEAATN ME TIG ATAITACELG
motomoinong e Ha cagn OAAwcn TNG PN CUHPHOp®YwWONG, Hla avagopd otnv
€kdoon NG AnAwong E@appoyng Kai, €VOEXOMEVWS, OmMoladNTOTE XPNOLUN
oUYKpLoN HE Ta amoteAéopata TnG MPonyoUHevNg £MBEWPNONG TOTOTOINONG TOU
mEAATN. ZUPTARPWON E€PWTINHATOAOYIWY, AlOTWY €AEYXOU, TAPATNPNOCELG,
ONMEIWOCELG EMBOEWPNTWY UTOPEL VA ATOTEAOUV avamdoTacTo HEPOG TNG £KBEONG
embswpnong. Ta éyypaga autd umoBdaAAovtal otov Popéa Miotomoinong wg
amodeIKTIKA OTOIXEla TPOG UTTOoTAPLEN TNG ATTOPACNS XOPHYNONG TOTOTOINoNG.
MAnpo@opieg oXeTIKa pe ta Osiypata mou afloAoyouvial Katd tn OldpKela Tng
emBswpnong meptdapBavovtal otny £kBeon embswpnong. H £kBeon e€etalet tnv
ETMAPKEID TOU TEAATN, TNV EOWTEPIKN oOpydavwon Kat Tig OladlKAcIieG Tou
EYKPIBNKav amod tov MEAATN yld va EQApUOcEL TO emBswpoupevo ZAAM. EKTog amo
TG amattnoslg mou avagépovtal oto ISO/IEC 17021-1, n €kBeon emBewpnong
KaAUTITEL:

e pla meEpIANYN amd TIC MO ONUAVTIKEG TAPATNPNOELG, OETIKEG KABWC Kat
ApVNTIKEG, OCOV a@opd TNV EQAPHOYN KAl TNV AMOTEAECHATIKOTNTA
ATAITACEWY KAl TwV EAEYXwWV Tou ZAAI.

e CUOTACEIG TNG OpAGAC £MBEWPNONG WG TPOG TO KAtd mocov Ba mpEMeL va
motomoleital to ZAAM tou MEAdTN R OXL PE AVTIOTOIXO TTANPOPOPLAKO UALKO R

EMEENYNOELC YIA VA TEKPNPLWOEL autr n cuotaon.
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5.8.7 Emtnpnon

JKOTOG TNG €MTAPNONG €ival va emBeBalwoel OTL TO eyKEKPIPEVO ZAAM e€akoAouBei

va gpappoletal, va dlatnpeital, va avackomeltal He TIG EMMTWOELG TwY aAAaywy. H

EMBEWPNON EMTAPNONG YA Va EMBEBAIWOEL TN CUVEXN CUPHOPQWON HE TIG ATIAITAOELG

motomoinong MPEMEL va KAAUTITEL KAT’ EAAXIOTOV:

a) TA OTOIXEId OUVTAPNONG TOU CUCTAHATOC OTWG N afloAdynon Twv SLaKIVOUVEUCEWY
KAl 0 £AEyX0G TWV AMEAWV yld TNV ac@dAsia mAnpogoplwy, n Eocwteplki
EmBswpnon tou ZAAM, n Avackdmnon amd tn Awoiknon Kat ot AlopBwTIKEG
Evépyeleg,

b) emkowvwvia pe ta e€wTEPIKA PEPN OMWG amatteitat amd to mpotumo ISO/IEC
27001:2022 kat dAAa £yypaga mou amaltouvtdl ylda Tnv motomoinon,

C) aAAay£g oTn TEKUNPIWoN TOU CUGTANATOC,

d) meplox£g Mou UTIOKELVTAL O aAAQYEG,

e) emAeypéveg amattioelg tou ISO/IEC 27001:2022,

f) AAAEg EMAEYUEVEG TEPLOXEG avAAOYA HE TNV TEPITITWON.

Kat’ eAaxiotov og Kabs emtipnon n opdda emOewpnong avackomel ta €ENG:

a) TNV AMOTEAECHATIKOTNTA Tou ZAAM OcOV a@opd TNV EMTEUEN TWV OTOXWV TNG
TOAITIKNG AOPAAELAC TTANPOYOPLWYV TOU TIEAATN,

b) tn Asttoupyia twv Sladikaclwy yia TNy mEPLookn afloAdynon Kat emaveEEtaon Tng
OUHHOPPWONG HE TIG OXETIKEG TANPOWOPIEG AoPAAEiag, TNV Keijevn vopobesia Kat
TOUG £QAPHOCTEOUG KAVOVIGHOUG,

c) aMAay£g oToug eAEyXoug ou Kabopidovtal Kal Ta amoTEAEoUATA TwY aAAaywV,

d) s@appoyn Kal AmOTEAEOHATIKOTNTA TWV E€AEYXWV OCUHPWVA HE TO TMPOYPAUHA
emOewpnong.

€) TPOCEPUYEC Kal KAatayyeAIEG

f) TUXOV PN GUPHOPPWOELS KAl TApAtnPAcElS amd TmponyoUulevn €mBgwpnon Tou
ZAAT

0L embBewpnoelg emrtnpnong Hmopel va ouvouactouv Me EMTNPNACELS AAAWY
ouotnudatwy Olaxeipiong, ocUp@wva Pe ta mpoBAemopeva oto lMevikd Kavoviopo
Motomoinong. H avagopd mpEMEL va ava@EépPEL 6aPws TIG MTUXEG TTou oxetiovtal pe

KABe ouotnua dlaxeiplong.
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5.8.8 Emavamiotomnoinon

Av kp1Bgi okomn n uAomoinon TARpoug emava&loAdynong ite Adyw xapnAou Baduou
OUHHOpwong tou ZAAM tou opyaviopou HE TIG ATTALTACELG TOU TIPOTUTOU, £(TE AOYw
ARENG TNG TPlETOUG OLAPKEWAG OXUOG TNG APXIKNG ToTomoinong (€mioKewn
ETAVATIIOTOTOINONG TOU TPITOU £TOUC) TOTE AUTH EKTEAEITAL PE TOUG OPOUC KAl TIG
TPOUTOBECELG TTOU LoXUOUV YId TNV APXIKN EMBOLWPNON XwpPIig va Tpaypatomoleital n
emBewpnon o OU0 oTAdla UTTOXPEWTIKA. Aitnon dev eival amapaitnto va umoBAnBsi
€K VEOU, EKTOG €AV €XOUV UTTAPEEL oNPAVTIKEG HETABOAEG oTo e@appolopevo ZAAM R
emdnteital eméktaon tou mediou mMoToToiNoNG.

MNa tg avaykeg emavamortomnoinong duvatat n Oudda Embewpnong mou opiletal, va
givat SlaopeTIKNG oUvOEONC WG TTPOG Ta MPOoWMd, amd tnv Opdada mou MTEAECE TNV
apxikn emBewpnon n/Kal Ti¢ eVOIAPECEG UTIOXPEWTIKEG ETMTNPAOCELG TOU TTPWTOU KAl

ToU OeUTEPOU £TOUG LOXUOG TNG APXIKAG TOTOTI0INoNG.

5.8.9 Xopnynon Miotomoinong

H amdégaon motomoinong mpemel va Baciletal, emmAéov twv anattioewy tou ISO/IEC
17021-1, otn cuotacn tng opadag EMOswWPNONG yld TNV XopRynaon mMotonoinong omwg
mpoBAETETal otnv €kOeon moTomoinoNG Toug. Ta mpocwma mou AauBdavouv tnv
amogaon yla Tn Xopnynon motonoinong 0sv MPEMEL KAVOVIKA va avatpEWouv pid
apvntiki ocuotacn tng opadag embewpnong. Eav mpokUyel pua tétola katdotaon, o
0pYAVIOHOG TTPETEL VA TO amodeifel eyYpAPwC, woTe va dikatoAoyeital n amoégaon yla
Vv avatpomn tng ocuotaong. Miotomoinon O0ev xopnyeital otov mMeAATn €wg OTOU
umdpouv emapkn amodelKTIKA otolxeia yla va amodei€ouv 4Tl ol pubpioslg Kat ot
OXETIKEG EVEPYELEG VLA TN OLAXEIPION TWV OXOAIWY KAl TWV ECWTEPIKWY EMOEWPNOEWY

Tou XAATM £xouv uAomotnBei, sival amoteAEcPATIKEG Kat dlatnpouvTat.

5.8.10 loxug, Avavéwon, Emavamotomoinon kat Mauon

5.8.10.1 loxUg motomoinong

H mepiodog toxuog tng motomoinong eivat tpia (3) €tn amd tnv nuEpopnvia
motomnoinong mou avaypdgetal oto MotomoinTike ZUpPpop@wong, utmd TNV €AAXIOTN
mpoUmo0eon TNG ETACLAG EMTAPNONG. ZUYKEKPIPEVA N 1n emTpnon SlEveEpYEiTal EVTOG
12 pnvwv amé g nuepopnviag oAokAnpwong tou 2ou Xtadiou tng €mMOEWPNONG
apxikng motomoinong. O ®opéag Motomoinong dlatnpel 1o SIKAiWHA KAl £QOcoV
KPLOEl OKOTIHO OXETIKA, Va TPOBEL Kal 0€ TEPLOCOTEPES TNG PiAg EMOKEWYNGS EMTAPNONG

£VTO¢ Tou 18iou £ToUG.
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H motomoinon XAavel tnyv 1oxu tng 0Tav CUVIPEXOUV Ol AOYOL TTOU TTEPLYPAYPOVTAL OTO

reviko Kavoviopo Miotomoinong.

5.8.10.2 Avavéwon Motomoinong
Ol oxetikoli Opol Kal TPOUTOBECEIC avagEéPovTal EKTEVWE OTn  TPONYOUHEVN

napdaypago Kat oto Meviké Kavoviopd Mictomoinong.

5.8.10.3 Emavamiotomoinon
Ot oxetikol Opol Kal TPOUTOBECEIC avagEPOVTAl EKTEVWG OTN  TPONYOUHEVN

napaypago Kat oto Mevikd Kavoviopd Mictomoinong.

5.8.10.4MNauvon Motomoinong
‘Eva Motomointikd Zuppop@wong mavel va oxuel otav aAAdgetl n AnAwon Egappoyng

(Statement of Applicability) n aAAd€el £dpa o emBewpoUpEVOG.

5.8.11 Apxeia kat Apxelobetnon

5.8.11.1Mavon Tpnong Apxeiwv

0 ®opéag Motomoinong dlatnpei Apxeio Motomoinong kat Emtipnong, oe cuVONKeg
aoc@aAeiag Kal EPMIOTEUTIKA, Yyla OAn Tn Xpovikn mepiodo Asttoupyiag Kat
0pactnplomoincg TOU Kdal TOUAAXIoToV Yl OUO0 TARPELG TPLETEIG KUKAOUG
motomoinong yla Kabe emxeipnon/opyaviopo (meAdtn). Ze autd €xouv ATEPLOPLOTN
nmpocBaon ta evtetaApéva oTeAéxn Tou Popéa AlamioTeuong Kat ot TEAATEG HOVO OTOUG

UTTOQAKEAOUG £PYWV TIOTOTIOINGNG TTOU TOUG APOPOUV.

5.8.11.2 Neplexopeva Apxeiou Motomoinong kat EmrApnong

a) ‘Evag evnuepwpEVOg KATAAOYOG OAWV TWV TICTOMOINHUEVWY OPYAVICHWY HE
mapexOpevn TANpowopnon yia to medio mMoTomoinong Kal TIG EYKATACTACELS
TTOU AQUTO a@opd, KaBwg KAl TOV CXETIKO TEXVIKO TOMEA.

b) To mpdypappa emTAPNONG TWV £PYWV TOTOTOINONG.

c) 'Evag Olakpltog UToAKeAOG yla KABe €pyo miotomoinong Tmou aveAngon
OUMTIEPIAQUBAVOUEVWY EPYWY TIOU A@OPOUV OPYAVIOHOUC TWV OTOoIwV EXEL
AQ&el N avakAnBei n motomoinon 1 6ev xopnynBnke autn yla omolovONToTE
AGYO Katd TNV £mMO£WPNCN KAl 0 OTIOI0G TEPIEXEL:
e ‘Eviuma Attioewv Kat Avackomnong AIToewy Kal ZUPBAcEwy,

e ’'EkBeon EmBswpnong kal OAa ta oxXeTikda ‘Evtuma mou tnv amaptilouy,
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TOU omolou £yLve n emBewpnon.

CUHHOPPWOEWY Kal TPOBANUATWY.

6. ‘Evtuma

EAErXOMENO ETTPA®O

Avtiypago tou MotomontikoU ZUPHOp@WonG TTou eKOOONKE,

Avagopd otn AnAwon E@appoyng (Statement of Applicability - SOA) Baoel

Owdnmote amodelKTIKA oOToXela eAf@Onoav wg Tekunpla Aapong pn

Ma tig avaykeg g tekpnpiwong tou O xpnotpomololvtal Ta Mapakdtw £VIUTa O

NAEKTPOVIKN 1 QUCLKA HOpYI:

A/A | KQAIKOX NEPIFPA®H XPONOZX THPHXZHX YMNEYOYNOX
1 | EA10-1 Aitnon Mwtomoinong > 6 €N Y.AL.
EA10-1
) Napaptkd A | napdptnpa Aitnonc A 1SO > 6 ¢ VAT
ISO 27001:2022
27001:2022
3 | EA10-4 Avackémnang Aitnong 150 > 6 ¢t Y.A.Z.
27001:2022
4 | EA11-1 Ix£610 EmBewpnong 27001 2 6 £1n Y.A.L
Avagopd - KatdAoyog Znpeiwy
27001:2022
Avagopd - KatdAoyog Znpeiwy
6 | EA11-3B EAgyxou 2tadiou 2 I1SO > 6 ¢t YA
27001:2022
7 | EA11-4B Inpewvoels Embewpntn 1SO > 6 ¢m Y.AS.
27001:2022
Avagopd Mn ZupHop@woewy/
8 | EA11-5 Napatnproetc/ Npotdoelg 2 6 € Y.A.L
BeAtiwong
9 | EA11-6 NapouctoAdylo EmBewpnong 2 6 £1n Y.A.L
11 | EA11-8 Aitnon MetaBoAwv > 6 €N Y.AL.
12 MGTOmoINTIKO 26 £ Y.AZ.
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